Today marked the 90-day anniversary of the signing of the “Patient Protection and Affordable Care Act,” the health care reform signed into law earlier this year by President Obama. One important provision of the Act requires “individual and small group insurers to spend at least 80% and large group insurers to spend at least 85%” of premium dollars on direct medical care and efforts to improve the quality of care. The goal of this provision is to limit the amount of funds that insurance companies can spend on non-healthcare related expenses like administrative overhead, salaries, and bonuses to insurance executives. However, this provision could have a seriously negative impact on health IT if it limits spending in this area, a restriction urged by the Consumers Union.

The law requires the National Association of Insurance Commissioners (NAIC) to create the rules for calculating the medical loss ratios (MLR)—the percentage of premiums that goes to healthcare expenses and quality improvements rather than administrative overhead or profits. The U.S. Department of Health and Human Services (HHS) had requested that NAIC provide these rules by June 1, rather than the original deadline of December 31, 2010, to give the industry more time to implement the rules which go into effect in 2011. NAIC released a statement on June 1, 2010 stating that it has made progress, but will need more time to finish its work.

It is unclear whether NAIC will recommend (or HHS adopt their recommendation) that health IT spending be categorized as a “quality improvement” or as an “administrative expense.” If it is the former, then insurers will have even more of an incentive to spend in...
this area. If it is the latter, then insurers will have to watch every dollar to make sure it does not push them over the MLR threshold. This type of restriction could severely diminish the health IT spending spurred on by the incentives in the HITECH Act in the 2009 stimulus legislation.

Clearly there are many reasons to include health IT spending as a quality improvement. ITIF has documented numerous studies which show how IT is being used to improve quality of care by (1) reducing the number of medical errors; (2) improving our understanding of the effectiveness of health care interventions; and (3) introducing new, more effective diagnostic and treatment interventions.⁵ In particular, clinical uses of health IT can help reduce medical error. One study has found that health IT could eliminate around 200,000 adverse drug events in the United States at a national savings of $1 billion annually.⁴

Moreover, health insurers are often in the best position to implement effective health IT systems since they can have a more complete medical history of a patient than any individual doctor. For example, Medco Health Solutions has developed an electronic prescription-review system to improve patient safety that can recognize potentially unsafe drug interactions that a patient’s doctor may be unaware of.⁶ Health insurers have also been leaders in developing personal health records for consumers.⁶ And the increased number of consumers with smart phones equipped with powerful computer processors and wireless bandwidth like the iPhone means that the cost of developing mobile health care applications has dropped tremendously (since the customers are already paying for the hardware and data networks). Insurers now have many opportunities to invest in health IT applications for their customers to monitor health, improve compliance, prevent diseases, and promote healthy lifestyles.⁷

Yet at least one organization has asked that NAIC not categorize health IT spending as dollars going to quality improvements or health care. The Consumers Union filed comments with the NAIC which stated that IT spending is an example of “expenses that are not likely to meet this rigorous standard—and merit close scrutiny” (emphasis in the original text). The Consumers Union further argued that NAIC place “the burden of proof on insurers to prove what fraction, if any, of their IT investments constitute quality improvement expenditures—with rigorous oversight. In addition, regulations will need to define the accounting period they are permitted to count—i.e. the annualized or amortized portion of costs that improved individual health.”⁸ President Obama’s vision of using IT to create a modern health care system would suffer a serious setback if the Consumers Union gets its way.

While certainly the accounting practices of insurers should have oversight and clear standards, broadly speaking, health IT spending results in quality improvements for patients either directly or indirectly. Even non-clinical health IT spending, on areas such as operations, generally leads to better service or reduced costs for patients, such faster patient registration or shorter hospital stays from better coordination of care. Moreover, the health care reforms were crafted, in part, to create a more competitive marketplace which means that IT investments yielding administrative savings will eventually be passed through to
consumers in the form of lower premiums or better benefits. Scholars, economists and corporations have all found that IT enables companies to significantly improve efficiency. If nothing else, IT investments will drive productivity in health care. Health IT investments are simply not in the same category as corporate profits or executive bonuses.

Applying the brakes now to health IT spending could undo much of the progress we have seen over the past year in the United States as healthcare providers increasingly have gotten behind using IT to improve health care. For example, President Obama’s Chief Technology Officer Aneesh Chopra testified that according to the National Venture Capital Association in 2009 “healthcare IT venture capital [is] up 37 percent while overall venture saw a decline by roughly 31 percent.” Policymakers should encourage more investment in health IT, not less. The federal government has an opportunity to set flexible MLR rules so that insurers have the freedom they need to experiment and find the most innovative health IT applications available for consumers, rather than worry that their investments in new technology will lead to penalties.
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